
情報セキュリティ⽅針 

 
JAPAN AI 株式会社（以下、「当社」という）は、⼈⼯知能の研究開発、⼈⼯知能に関するコンサルティン
グサービスを提供する企業として、情報の適切な管理が重要な経営課題と認識し、多くの企業に当社サービ
スを安⼼してご利⽤いただくため、次のとおり、情報セキュリティに関する当社の取り組みとして「情報セ
キュリティ⽅針」を宣⾔します。 

１. 情報セキュリティ管理体制 
1） 当社は、本⽅針に基づく情報セキュリティマネジメントシステムを整備し、社内に周知徹底しま

す。 
2） 当社は、社内に情報セキュリティ管理責任者を配置し、情報資産を適切に管理し、情報セキュリ

ティを確保するための体制を構築します。情報セキュリティマネジメントシステムを運⽤しま
す。 

２. 情報セキュリティ対策の実施 
当社は、情報資産への不正アクセス、紛失、破壊、改ざん、漏洩等を防⽌するため、組織的・物理的・
技術的・⼈的安全管理措置の観点からセキュリティ対策を実施し、必要に応じて継続的に改善します。 

３. 情報セキュリティ教育の実施 
当社は、全ての従業者に対して、必要な情報セキュリティ教育や訓練を実施し、情報セキュリティに係
るリテラシー向上を図ります。 

４. 委託先の管理 
当社は、業務の全部または⼀部を委託する場合には、⼗分なセキュリティレベルを満たした者を選定
し、契約等により適切な措置を講じます。また、委託先に対する定期的な監督によりセキュリティレベ
ルが維持されていることを確認します。 

５. 法令等の遵守 
当社は、情報セキュリティに関連する個⼈情報保護法、不正アクセス禁⽌法、不正競争防⽌上、著作権
法、特許法等の法令、規制⼜は契約上の義務等を遵守します。 

６. 情報セキュリティ内部監査の実施 
当社は、業務の遂⾏において、定期的かつ必要に応じて、情報セキュリティマネジメントシステム及び
その運⽤に対する内部監査を実施します。なお、違反⾏為があれば、社内規則に則り、厳しく対処しま
す。 

７. 継続的改善の実施 
当社は、情報セキュリティマネジメントシステムの継続的な⾒直し改善に取り組みます。 
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